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THE CISA CERTIFICATION

MORE IN-DEMAND THAN EVER AFTER
40 YEARS AS THE GOLD STANDARD

The Certified Information Systems Auditor (CISA) certification has reached its 40th year, and demand for the CISA
continues to grow as enterprises place increased value on ensuring their technology is being leveraged securely and
effectively. Now more than ever, recruiters and hiring managers around the globe seek CISA-certified professionals
for important roles at their enterprises. Here is a sampling of the reasons why.

FOR MORE INFORMATION ON CISA, VISIT WWW.ISACA.ORG/CISA.

IMCA®
© 2018. Information Systems Audit and Control Association. All Rights Reserved. .
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ISACA Acquires CMMI Institute

By joining forces, we broaden our reach in helping organizations optimize their use of
technology, increase value for their stakeholders and improve business performance.

ACQUISITION BRINGS NEW OPPORTUNITIES

We are pleased to share the news that ISACA has acquired cMMI® Institute, the global leader in the
advancement of best practices in people, process and technology. By joining forces, the two
organizations will raise the level of enterprisewide performance for existing and prospective members
and customers, and reach more diverse markets.

CMMI Institute is the organization behind the Capability Maturity Model Integration (CMMI), the
globally adopted capability improvement framework that guides organizations in high-performance
operations. CMMI Institute provides the tools and support for organizations to benchmark their
capabilities and build maturity by comparing their operations to best practices and identifying
performance gaps

We are living in a time of dynamic change in our industry, and technology has more power than ever
before to transform an organization. For nearly 50 years, ISACA has been commiited to equipping
the professions we serve with the resources they need to positively impact their enterprises. Our
acquisition of CMMI Institute will help us to broaden our focus on helping professionals and their
organizations optimize their use of technology, increase value for stakeholders and improve business
performance.

We welcome CMMI Institute CEO Kirk Botula and his team to ISACA, and we look forward to the
new capabilities and opportunities we will have together.

Matt Loeb, CGEIT, CAE Christos Dimitriadis, Ph.D., CISA, CISM, CRISC
ISACA CEQ Chair, ISACA Board of Directors

© 2018. Information Systems Audit and Control Association. All Rights Reserved.

@ View News Release

ABOUT ISACA

What is ISACA?

Who are ISACA’s members?

ABOUT CMMI

What is CMMI Institute?
How many organizations does CMMI Institute serve?

Who are CMMI Institute’s customers?

Learn more about:

Matt Loeb Christos Dimitriadis Kirk ébtula

[SACAR* 4 £ Christos
Dimitriadist® X % 7+ >
R ) ol
LIFTERTF]F o ISACA%TE%

e QUER LS B 3 2 $
LT 2 O
‘,‘31‘-*&“-’&’ TR T
3 l% B o JTRE
CMMI {7 »}; BA 3N I8 >
N ff’.ﬁ”i—)i“\:jj;{,r,\};\‘.
et ép >0 T AR
- # %13 & BArPRAE
1814 % %“g o

ISACA



COBIT 2019% f#

INTRODUCING

COBI Tz

The leading framework for customizing and right-sizing
enterprise governance of information and technology

Looking for COBIT 5?7

e .

El

PUBLICATIONS

Get your copies of COBIT’s core
four publications so you can
optimize your enterprise’s
governance of information and
technology resources.

Access Directory

 §

TRAINING

Every enterprise and its
governance professionals benefit
from meticulous training—ensure

COBIT success by getting the
right training from COBIT
experts.

View Options

'ﬁ

FAQS

How has COBIT changed?
What's new and different? How
can this knowledge change my
career? How can my enterprise
derive more value and succeed

at innovation?

[ Get Answers

© 2018. Information Systems Audit and Control Association. All Rights Reserved.
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COBIT FOCUS
NEWSLETTER

Sign up for our COBIT newsletter

and stay up-to-date on recent
developmentis and imporiant

governance issues—written by
COBIT experts for COBIT users.

(sonwr )
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Everything changes,
nothing stands still.

HERACLITUS, 500 BC
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C|SA gﬁggﬁg m%:tor C|SM Securlty Manager’
An ISACA® Certmcatmn An ISACA® Certlflcatlon
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Since:1978 Since: 2002
>3k 4 #:130, 000* >3k X $:38, 0007
(129,000 = 130,000) (34,000 - 38,000)

) Certified in Risk
* and Information

Certified in the V 4
1 CRISC Systems Control”

Governance of

CGEIT Enterprlse T’

An ISACA® Gertmcatlon An ISACA® Certlflcatlon
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Since:2007 Since:2010
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¥ CISA ~ CISM

DoD Summary Information

Meet Your 8570.1 Reguirement with CISA or CISMI ANl DoD information assurance (1A) personnel and contractors with
employees categorized as |A employees are required to comply with this directive.

Exam Types

« |nformation assurance technical (IAT) Level Il professionals: Earn the
Certified Information Systems Auditor (CISA) designation. CISA is the ideal
designation for those that are IS audit, control, assurance and security
professionals.

« |nformation assurance managerial (JAM)_Level |l and Level lll professionals:
Earn the Certified Information Security Manager (CISM) designation. CISM is
tailored for those who manage design, oversee and assess an enterprise's

information security.

Certified Information » Certified Information

C|SA Systems Auditor® CISM Securlty Manager’

An ISACA® Cemflcatlon An ISACA® Cert|f|cal|0n

IAT % 53232 IAM %11~ s
(DaD IA) (DoD 1A)

ISACA
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CAREER (7
CQBITZD'W c @CISR

CENTRE g

Discover the latest jobs, mm“
top-of-mind industry news. events

and employment frends. Mavigating Take advaniage of ISACA member-
a successful career in the 13 exclusive, gold-standard insights
industry made easy. More == from content pariners. More ==

Inspire enterprize innovation and
fuel business transformation
success with COBIT 2018 the
framework for enterprise
governance of information and
technology (EGIT).

More ==

. . Explore research that results Study for cerification
Find resources, discuss . o .
. in products that IT govemance, examinations or simply leam
best practices and connect L } . L
. ) control, audit. risk and security new industry definitions
with members on topics that ) . ,
. professionals can use to add value and phrases with [SACAs
interast you. More == . . . .
to their enterprises. More == interactive glossary. More ==

IMCA®
© 2018. Information Systems Audit and Control Association. All Rights Reserved. ;
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ISACA.ORG CONTACTUS CODE OF CONDUCT 13X @ g
ISACA | ENGAGE

COMMUNITIES ~ DIRECTORY EVENTS ~ BROWSE ~ VOLUNTEER ~ GET STARTED

ISACA ONLINE FORUMS

ABOUT ISACA ONLINE FORUMS

Connect and collaborate with like-minded professional on topics of mutual interest and share your real-world experiences. Login and join a topic below.

By participating in any online forum, users agree to the code of conduct and privacy policy. Upon joining any ISACA Online Forum, your name and comments will be visible to forum members
and the general public. All other profile privacy settings can be controlled individually within the profile settings.

SEARCH THE ONLINE FORUMS

Term / Keyword / Phrase Q -
10 total Q All Communities v | Alphabetical v | 20 perpage v
Audit and Assurance
This is a forum to collaborate on all topics related to IT audit and assurance. Examples includes Discussions
discussions on audit programs, sources of assurance, audit best practice, audit methodologies, audit
charters, audit standards, the IT Assurance Framework (ITAF), audit news etc. Libraries (§B)
member |ast person joined 10 hours ago
Members

SACA
© 2018. Information Systems Audit and Control Association. All Rights Reserved. ) ’
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» ISACA =3¢ & :www. 1saca. org/knowledge—center

> B2 ISACA # %
(Twitter): https://twitter.com/ISACANews

» ISACA A% 3 (LinkedIn):
[SACA (Official), http://linkd. in/ISACAOfficial

> ISACA % 3
(Facebook): www. facebook. com/ISACAHQ

IMCA®
© 2018. Information Systems Audit and Control Association. All Rights Reserved. ;
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,J‘ Nows & Trends

Insights | Solutions

NEWS & TRENDS

Leveraging Employee Resource Groups to
] Build Diverse IT Audit Teams
Practically Speaking | View blog

Before You Commit to a Vendor, Consider
Your Exit Strategy
ISACA Now | View blog

Tips for Understanding Differences in Risk
and Audit Points of View
[@ISACA | Subscribe

INSIGHTS

State of Cybersecurity 2018
= More on Cybersecurity

Internal Control Using COBIT 5 video
= More on Governance/COBIT

Understanding Smart Contracts
= More on Research/Emerging Technologies

SOLUTIONS

Implementing the General Data Protection
Regulation

Maintaining Data Protection and Privacy
Beyond GDPR Implementation

= View GDPR resources

ISACA Tech Brief: The Darknet

Bring Your Own Device (BYOD) Security
Audit/Assurance Program

CIS Controls Audit/Assurance Program

© 2018. Information Systems Audit and Control Association. All Rights Reserved.

WLEDGE &

ate with like-minded prof

INSIGHTS

, Quidance and expert thinking

ces and emerging trends

onals on

re your real-world experien

| COBIT | CareerContra | PartnerContent | Onbneforum |  Research |

Automation, Governance and Security in a
Software-Defined World
ISACA Journal | Subscribe

Board Support Can Revolutionize Cities.
COBIT 5 Can Help Attain It
COBIT Focus | Subscribe

Digital Currency and the Need for Trust
The Nexus | Subscribe

How To Audit GDPR

2018 IT Audit Leaders Summit Recap
Auditing and Knowledge Management
= View all white papers

Implementing a Privacy Protection
Program: Using COBIT 5 Enablers With the
ISACA Privacy Principles

= More on Privacy

GDPR Audit Program Bundle
= View all Audit/Assurance programs

Information Systems Auditing: Tools and
Technigues — Creating Audit Programs
= More on Audit/Assurance

Infographic: What is Geolocation and How
Does It Work?
= View Geolocation resources

ISACA

Glossary
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A HISTORICAL TIMELINE
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The COBIT® Framework

-
1996

ISACA released the
first edition of COBIT

1998

The debut of the
second edition of
COBIT added Control
1o its framework

was published

1997
Original wireless LAN standard
(IEEE 802.11) released, DVD
technology appeared, and
Google.com registered as
domain—incorporating a year
s later and launching in 1999.
1995
Windows 95, Java, and
HTML 2.0 (first formal html
standard) debuted, as did
Amazon.com, craigslist.com,
match.com and ebay.com

2000

A third edition of
COBIT, with new
Management Guidelines,

2005

COBIT 4.0 becomes
the fourth edition in the
COBIT series of releases

2003

ISACA created an
online version of the
third edition of COBIT.

version 4.1

2002

U.S. Sarbanes-Oxley law
revolutionized corporate
recordkeeping and
retention standards,
leading to new IT regulatory

requirements. 2003
2001 Third WiFi standard

Internet Archive "Wayback created proliferation of
Machine” (archive.org) L'\O;z:]ols Zs\zky:;
launched, Wikipedia started inkedin and WordPress
publishing, and Apple started up. U.S. CAN-SPAM
released iPod Act became law.

2006

Twitter founded
and Google
acquired YouTube

W

FIZERRBENSRER

2007

COBIT upgraded to

Sy :?-g-
s

21t jie

COBI Tz

2012

COBIT 5 integrated the COBIT 4.1, Val IT
2.0 and Risk IT frameworks, and drew from
ISACA's IT Assurance Framework (ITAF)
and the Business Model for Information
Security (BMIS). COBIT 5 also coordinated
with frameworks and standards such as and focus areas to
ITIL, ISO, PMBOK, PRINCE2 and TOGAF. make it more practical

8 and customizable.

2018

ISACA publishes
COBIT 2019, an update
that adds design factors

2007

Apple iPhone signaled

2014 2016

move 1o touchscreen Internet of Things (loT) ISACA acquired
devices; Apple App technology standard CMMI Institute and
Store went online one ushered new wave of its business maturity
year later smart devices. and capability models,
adding these resources

1o the ISACA/COBIT
201 2 framework portfolio.
Worldwide
e-commerce 10ps
§1 trillion in sales.

© 2018. Information Systems Audit and Control Association. All Rights Reserved.
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- CREDENTIALING MEMBERSHIP

Secure recognition for your expertise. Our globally Join a global community of more than 115,000
—‘u' /{ I :" accepted certifications help advance skills and careers. professionals, innovators and thought leaders.

$ N
VAN Z > NEW! CYBERSECURITY CERTIFICATIONS AND > PROFESSIONAL MEMBERSHIP
TRAINING

“\1” A3 ~ <,
/\ __u < 2 A > CYBERSECURITY FUNDAMENTALS CERTIFICATE

> STUDENT MEMBERSHIP

= CISM

-
a1

7T

~ r\/ l,b lzg “AA‘* /§

B TP R

Enhance your cybersecurity knowledge and skills at our Find the latest research and expert thinking on standards,
O r 2 Ju' < lobal conferences, workshops and training events best practices, emerging trends and beyond
’ ' ‘:_7 0 m ] 73 j‘, r 0 ., workshop 0 : p . emerging yond.
/ N > CONFERENCES > STATE OF CYBERSECURITY: IMPLICATIONS FOR 2016
Morth America CACS STUDY RESULTS
E z V"' - }l' o CSX MNorth America Conference > CYBERSECURITY GUIDANCE FOR SMALL AND
CSX Europe Conference MEDIUM-SIZED ENTERPRISES
C5X Asia Pacific Conference > IMPLEMENTING CYBERSECURITY GUIDANCE FOR
Euro CACS SMALL AND MEDIUM-SIZED ENTERPRISE S

ISACA’s 2014 APT Survey

© 2018. Information Systems Audit and Control Association. All Rights Reserved. .
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c%;‘f; ﬁi{g GENERAL DATA PROTECTION REGULATION (GDPR)
READINESS, ASSESSMENT & COMPLIANCE

G DP R C I- - Enterprises have besn preparing for months and years to get
0 m p I a n ce . ready for the 25 May 20718 deadline of the European Union’s
Th I f t' & General Data Protection Regulation (GDPR)—but now the real
e n Orma Ion work of compliance begins. The mandates are in force, the
I n S i g hts You N eed |3era|t_ies are costly and 'T‘é‘y’ be assessad by auth-:-"iﬁes and,
most importantly, your business's customers and their valued
personal information must be carefully protected. Your
enterprise’s reputation and continued viability may depend upon
it

@ GDPR Overview in Four Minutes - CSX Eur...
AN Y W
-l All enterprises that offer goods or services (regardless if

' ' payment is required) within the EU as well as any business that

retains or procasses information on any EU citizen s subject to

GDPR and its data protection requirements. In the global,

digitized world of commerce, these EU regulaticns are sure to

impact many businesses outside of the EU's borders.

Follow ISACA's world-class privacy guidance and learn how
best to operate in a GDPR world and develop new enterprise
best practices that can give your organization a competitive
advantage in managing data protection.

Check out our extensive library of GDPR interactive learning,
resources, news and advocacy!

FREE ONLINE EXTEND YOUR IMPLEMENTING
GDPR ASSESSMENT GDPR KNOWLEDGE THE GENERAL
RATES ENTERPRISE WITH CPE ON DATA PROTECTION

COMPLIANCE DEMAND REGULATION

IDENTIFY AND RESOLVE SIGN UP TODAY > PURCHASE THE E-BOOK =
GAFPS =

© 2018. Information Systems Audit and Control Association. All Rights Reserved. ISACA




FE
White Papers

« How To Audit GDPROct 2018
E NN EEEEEEEEEREN]

« 2018 IT Audit Leaders Summit Recapfug 2018

= The DarknetJun 2018

« Continuous Assurance Using Data Threat ModelingJun 2018
EE NN EE NN EEEEEEEEEEEEEEEEEEEEN

« Transport Layer SecurityJun 2018

« Auditing and Knowledge ManagementJun 2018

=« State of Cybersecunty 2018, Part 2Jun 2018

= State of Cybersecunty 2018, Part 1Jun 2018

= 30 PrintingMay 2018

= Highlights From RSA Conference 2018May 2018

= A Risk-Aware Path to Cybersecurity Resilience and MaturityApr 2018

= MNetworked Biomedical Device SecurityMar 20138

EEEEEEEEEEEEEEEEEEEEEEEN
= |SACA Tech EnefsMar 2013

= Guide to China's Requlatory Cybersecurity Implementation FramewaorkMar 2013

= Getting Started With Risk ManagementFeb 2013
= Cloud Access Security BrokersFeb 2018

= Maintaining Data Protection and Privacy Beyond GDPR ImplementationFeb 2018
EEEEEEEEEEEEEEESNEEEENEEEENEEEEENEEEERER

BT R

HOW TO
AUDIT GDPR

Networked
Biomedical Device
Security

MAINTAINING
DATA PROTECTION
CAND PRIVACY
BEYOND GOPR
IMPLEMENTATION

IMCA®
© 2018. Information Systems Audit and Control Association. All Rights Reserved. ;



Frvagasi
(projects/publications)

(SACA actively promotes research that results in
the development of products useful fo IT
governance, confrol, assurance and securify

Researc

profgssionals.
LS

ISACA's Leadership in Research

|SACA actively promotes research that results in the development of products that IT
governance, confrol, assurance, risk and security professionals can use to add valus
to their enterprises. 1SACA research also informs information technology management
and users about IS controls and the critical role they play in their organizations.

Recent Research Deliverables

« DevOps: Process Maturity By Example

Getting Started with Data Governance Using COBIT &
Tech Brief: Threat Intelligence

Windows File Server Audit/Assurance Program
Software AuditfAssurance Program

Shadow IT Primer

SGOFR Data Protection Impact Assessment

COBIT 5/DMM Practices Pathway Tool

55H: Practitioner Considerations

Secure Shell (SSH) Protocol AuditfAssurance Program
Assessing Cryptographic Systems

GEIT for Health Care

Mobile Computing Audit/Assurance Program

IT Audit Leaders Forum Recap

IMCA®
© 2018. Information Systems Audit and Control Association. All Rights Reserved. ;



All Deliverables

» COBIT 4.1 (IT Governance &
Control)

» Risk IT
» Val IT (IT Value Delivery)

» BMIS (Business Model For

Information Security)
» IS Audit and Assurance
» Research
All Deliverables
White Papers
Cloud Computing Guidance

Cybersecurity Resources

GDPR & Privacy

Audit/Assurance Programs
ISACA Innovation Insights
» Academia

» MEW! Partner Content
Featuring MIT's Center for

Information Systems Research

» Glossary
r ISACA Mow
» Activity Badges

» Career Centre

Research deliverables in date order of completion.

GDPR Audit Program Bundle Oct 2018

How To Audit GDPR - Oct 2018

2018 1T Audit Leaders Summit Recap Aug 20128

Application Container Audit’/Assurance Program  Jul 2018

The Darknet Jun 2013

Continuous Assurance Using Data Threat Modeling Jun 2018
Transport Layer Security Jun 2018

Auditing and Knowledge Management Jun 2018

State of Cybersecurity 2018, Part 2 Jun 2018

30 Printing May 2013

Highlights From RSA Conference 2012 May 2018

A Risk-Aware Path to Cybersecurity Resilience and Maturity Apr 2013
State of Cybersecurity 2018, Part 1 Apr 2018

Microsoft SQL Server 2016 Audit'Assurance Program  Apr 2018
ISACA-CMMI GDPR Assessment  Mar 2018

Networked Biomedical Device Security Mar 20138

ISACA Tech Briefs Mar 2013

Reasonable Software Security Engineering Mar 2018

© 2018. Information Systems Audit and Control Association. All Rights Reserved.
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2017 ISACA BELLISE (Candidates Guide)

ANE E R TE T EHEESER CORBIT 5 a0MEsE M IR (How to Evaluate Knowledge and Knowledge Managemeant in the Organization
Using COBIT &)

FHriF b IES BB RO TEFEE (A Practical Approach to Continuous Controls Monitoring)

iR HEEIERDEE S M E = A E B (Internet of Things Offers Great Opportunities and Much Risk)

E i S igrsE s B i Ea0E IR —EEE 1T (dmplementing an Information Security Continuous Monitoring Solution)
Eim _F S EHE E TSR T (Are Your Data Secure in the Cloud?)

AR ELA S (B oD AR EHEEEFS Privacy Assurance for B oD

oG EEd S g g B EH The Walue of Big Data Analytics to the Business

{8 F —EHES S BiE EUSrRhEr S ¥ il S-S 3@ PE Conducting 1S Due Diligence in a Structured Model Within a Short Period of Time
LAFgiE S BT AOEER i E— R S iR R ASEESIAYERTREF Audit-focused Mining—HMew “iews on Integrating Process Mining
and Intermal Control

T ERHEEEARSEATI RS Understanding the Cybercrime Wawve

ClSa EETFER/FE — 2016 & 6 H (Registration Form)

— BRI EREEE S T AN A AR H =S IR Enhancing 1T Sovernance With a Simplified Approach to Segregation of Duties
EFEEERL o sl R fERESE SR IS B2 Data Privacy and Big Data—Compliance Issues and Considerations
BiEE/RIPESEIEIFETI0EEESE Why Computer Ethics Matters to Computer Auditing

L Bt IRERELREE COBIT 5 5i¥E COBIT & Processes from A Systems Management Perspactive
EBEFRLAEE — S iESATOMERR E == TE Privacy Audit - Methodology and Related Considerations

COBIT AEFE)EFGEE SEHETEEES A COBIT Approach to Regulatory Compliance and Defensible Disposal

i COBIT 5 BrE¥FFEETEE Using COBIT S for Data Breach Prevention

FUAA FE S A eE TR dEaiTE RS Using Scenario Analysis for Managing Technology Risk

EimE s —sF S E A TEE#E RFOS24E Cloud Risk—10 Principles and a Framework for Assessment

FERR &FimErdE () Auditing Applications, Part 2

CIsA Exam Terminology List Chinese Traditional

TEECOBIT 5 A923%:85= (Understanding the Core Concepts in COBIT 5)

EiHEIEaNTiEREE S (Seven Myths of Information Govermance)

FEFH &afmerdE (b ) (Auditing Applications, Part 1)

IT S FREFAEFELS (Fundamental Concepts of IT Security Assurance)

FHIEEENZE ST (Strengthening Information Security Governance)

IR T (CPE)EESE (CISA CPE)

Lins®R i AE S TEmEE 2SR T B (Readability as Laver)

EEhE RS s BibfzEc b (Quantifying Information Risk and Sscurity)

B E R  E N ESURIESE SSE (Information Controls)

IEADELA EFI S E0= 7 (How Safe Is Your Private Information)

H i COBIT 509 IT BLSES24E (1T Policy Framewaork Based on COBIT 5)

ISACA SRR - FEE—=aun0 Fo i st AR 1 EEEEE

ENFEIEFOIREIZE 1001 FE458R152

ENFEIEFOIREIEE 1002 SHEE RS HE

IMCA®
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View Programs »=

IS Audit and Assurance Resources

A Global Look at IT Audit Best Praciices

. View Programs »»
« S Audit Basics Articles
o |5 Auditfdssurance Programs
« ISACA Model Curriculum for IS Audit and Control View Programs >»
8 Gl sk wt IT" Andle = 15 Audit Guidance
Pt By oo « White Papers Deliver, Service and Support (DSS01-06)

e e Tw—— — " S—
P

Knowledge Center Topics
o Audit Guidelines

View Programs »>

HSACA  protiviti

Evaluate, Direct and Monitor (EDM01-05)

Align, Plan and Organize (APO01-13)

Build, Acquire and Implement (BAI01-10)

& Audit Standards Monitor, Evaluate and Assess (MEA01-03)
o Audit Tools and Technigues ) ) L
\ MEA process auditfassurance programs are not being created at this time,

WEY bloce22 anqipgeenisuce bodiswes sus uof pewd cLeareq i e

ITAF Information Technology Assurance Framework

ITAF's design recognizes that IS audit and assurance professionals are faced with different requirements and
different types of audit and assurance assignments, ranging from leading an IS-focused audit to contributing to a
| financial or operational audit. ITAF is applicable to any formal audit or assurance engagement.

ITAF applies to individuals who act in the capacity of IS audit and assurance professionals and are engaged in et v
providing assurance over some components of IT systems, applications and infrastructure. However, these -
standards, guidelines and IS audit and assurance procedures are designed in 2 manner that may also be useful, and provide benefits to
a wider audience, including users of IS audit and assurance reports.

© 2018. Information Systems Audit and Control Association. All Rights Reserved.

ISACA



PR T ¥ o
Academia

Model Curricula

The ISACA Model Curriculum for 15 Audit and Control and Information Security
IManagement are availahle for download. The Academic Relations Committee
intends that these be living programs and welcomes all comments and input.

College and University Programs in Alignment With
ISACA Model Curricula

Universities are encouraged to disseminate information about ISACA, netwark
with faculty and students interested in learning more about the IS audit
profession, encourage compliance with the ISACA standards and Code of
Professional Ethics, and provide a forum for ideas and suggestions from within
the academic community.

Links to lists of colleges and universities offering courses and degrees in
alignment with the ISACA Madel Curricula:

« Colleges and universities in alignment with the ISACA Model Curriculum
for 15 Audit and Control

« Colleges and universities in alignment with the ISACA Model Curriculum
far Information Security Management

Argentina

National Technological University, Cordoba Regional Faculty (NTU-CRF), www.frc.utn.edu.ar/
Contact: Ing. Horacio Antonelli Matterson, hantonelli@sistemas. frc.utn.edu.ar

Canada

Concordia University John Molson School of Business, hitp:/fiwww concordia.caljmsb himl
BComm in Business Technology Management with a Diploma in Information Systems Audit and Control
Contact: cce@concordia.ca

University of British Columbia, Sauder School of Business,
Undergraduate Commerce Programs Business Technology Management (ETM) and Business Computer Science (BUCS)
Contact: Dr. Yair Wand, MIS Division Chair, yairwand@sauder.ubc.ca

Université de Sherbrooke, www.usherbrooke ca/adm/
Contact: Dr. Abdelhaq Elbekkali, AEIbekkali@adm.usherbrooke.ca

York University, www yorku.cafweb/futurestudents/programsftemplate. asp?id=452
Bachelor of Adminisirative Studies - Information Technology (BAS -ITEC), Information Technology Auditing and Assurance Siream
Contact: Dr. Younes Benslimane, younes@mathstat yorku.ca

Hong Kong

City University of Hong Kong, College of Business,

www.cb.cityu.edu hkfis/programmes/bachelorfBBAIMISA/,

Bachelor of Business Administration in Information Management [BBAIM]—Information Systems Auditing stream

Contact: Dr. Terence Cheung, Assistant Professor and Programme Leader of BBAIM, is.tc@cityuedu.hk or +852 3442 2303.

Hong Kong University of Science and Technology, www.ust.hk, www.bm.ust hidisom

Bachelor of Business Administration in Information Systems [BBA(IS)).

Contact: Dr. Garvin Percy DIAS, Associate Professor of Business Education (15 Undergraduate Coordinator), Department of Information
Systems, Business Statistics and Operations Management, percy@ust.nk.

Hong Kong Baptist University, School of Business www_hkbu edu hld~bbalisem.php

Bachelor of Business Administration (honors) in Information Systems and e-Business Management [BBA(ISEM)]

Contact: Dr. Tony C.K. Wong, Coordinator, BBA (Hons) Information Systems and e-Business Management Concentration Department of
Finance and Decision Sciences, ickwong@hkbu.eduhk or +852 3411-7530

The University of Hong Kong, hitp:/iwww business hku hkibbalS.htmi |

Bachelor of Business Administration (Information Systems) [BBA(IS)].

Contact: Dr. Michael Chau, Associate Professor, Bachelor of Business Administration (Information Systems) and Bachelor of Engineering
(Computer Science) Programs Coordinator, Faculty of Business and Economics, mchau@business hku.hk.

India

Symbiosis Centre for Information Technology, hitp:/fiwww. scit. edufacademics.php
MBA-ITBM, Information Security Management.
Contact: Or. Dhanya Pramod, Director: director@scit.edu

© 2018. Information Systems Audit and Control Association. All Rights Reserved.
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ADVANTAGE
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— CYBER INTELLIGENCE SERVICE

MIT’s Center for Information
Systems Research

\_ (CISR) Y, \_ Y,
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WL CAREERLASER

JOB SEEKERS EMPLOYERS

Post jobs, search resumes and manage reports.

FIND THE RIGHT EMPLOYEES

IWMore toals to assist with your employee search:

View jobs, post resumes and access job seeker resources.

FIND A JOB NOW

IWare tools to assist with your job search:

« Search Jobs « PostJobs
. Ea th SLme « Mew Pricing--Reduced Rates on Packages for ISACA
5t mesum Members

« FAC/Support « FAQs/Support

o Pinpoint YOUR NEXT JOB OPP - Y;
GABEERLASER with ISACA CareerlLaser “

. SUBSCRIBE NOW >J

ISACA's Careerlaser newsletter is available for FREE and can help you
pinpoint job opportunities to advance your IS/IT career in audit, security,
cyber security, risk, privacy, governance and more. Focus your career
advancement efforts — Subscribe to Careerlaser today!

ISACA

© 2018. Information Systems Audit and Control Association. All Rights Reserved.
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r GLOBAL SKILLS GAP
75% 7%

3 YouTube

gggﬁ&;a@ggﬁ%?ﬂggw EXPECT A CYBERATTACK Christos K. Dimitriadis, Ph.D.,
DETECT AND RESPOND CISA, CISM, CRISC

TO SIMPLE INCIDENTS

0
99%
e
SAY THAT FEWER THAN
HALF OF CYBERSECURITY
JOB CANDIDATES ANYTHING BEYOND
WERE CONSIDERED SIMPLE CYBERSECURITY
“QUALIFIED UPON HIRE" INCIDENT: -

(s)
60%
P
DO NOT BELIEVE THEIR ‘
STAFF CAN HANDLE
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CSX Nexus & ¥

ssaca | ccH

Home > Program Overview
ENTERPRISE TRAINING < SHARE  QQ searcH ] mexusiosin & WELCOME, CHENG-
LUNG 1oc0u1

CYBERSECURITY NEXUS™ (CSX)

CSX is designed to help fortify and advance the industry by educating,
training and certifying a stronger, more skilled workforce
that can keep organizations and their information secure- now and in the
future

BUILDING A STRONGER CYBERSECURITY WORKFORCE

CSX will help you gain the knowledge and skills to get the job done and give you the guidance to
keep your career moving in the right direction.
Our holistic program is designed to help you no matter where you are in your career, and serves as a
premier, one-stop source for all things cybersecurity.

ABout

Program Overview
Discover CSX
CSX Newsroom

Become a Training Partner

CREDENTIALING

Credentialing Overview

Cybersecurity Fundamentals
Certificate

CSX Practitioner
Certification

KNOWLEDGE BASE

Threat Resources

Publications, Whitepapers
and Research

The Nexus Articles

Cybersecurity Resource
Center

State of Cybersecurity

CAREERS

Career Roadmap Tool

Advance Your Career

CYBER NEWS

Latest News

LEARNING

Training for Enterprises
Training for Individuals
Conferences

Webinars

YOUR CSX

Access your purchased course
material and labs, register for exams
and track your progress.

© 2018. Information Systems Audit and Control Association. All Rights Reserved.
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Volume 6, 2018

This Week's Online-Exclusive Feature

Automation, Governance and Security in a Software-Defined World

FUTURE-
PROOFING

YOUR CARLER

14 November 2018
Julio Pontes, CISM, BS7799 LA, CCSK, CISSP

For more than 15 years, virtualization platiorms have revolutionized computing hy completely
decoupling processing power from hardware resources. This has led to cost savings, improved
resource ufilization, increased business agility and enabled cloud computing. The hypervisor has
become the de facto standard for operational efficiency and agility in the modern data center.

» Current Issue

» Practically Speaking Blog

» CPE Quizzes Technological advancements and the adoption of virtualized servers and storage increased the
need for network virtualization—and, in fact, this is already being consolidated in software-defined

» Submit an Article network (SDN) environments. Today, it is possible to reproduce the functions of switches, routers
» Advertise firewalls and load balancers via software, in the same way the servers were virtualized. Read More ==

» Editorial Calendar

® Indicates Online-Exclusive Content

© 2018. Information Systems Audit and Control Association. All Rights Reserved. .
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New Arrivals

» Search Browse by Topic

- New Arrivals
Featured Books -
e Topic: New Books

i by Topic All prices are listed in US Dollars

CISA Exam Resources

L Sort by:
CISM Exam Resources Title ® Date Published O Author O
CGEIT Exam Resources Add to | Image |Click on Title to view details | Member| Mon-member
CRISC Exam Resources Cart Price Frice
B English: Implementing the General Data Protection Regulatiom™Web 52500 550,00
C5X Exam Resources Download™
e by ISACA
Cybersecurity Resources E'
COBIT 2019 s
COBIT 5 and Related English: Implementing the General Data Protection Reg 540,00 380,00
_— by ISACA
COEBIT 41 and Related E'
Risk IT and Related

MNon-English Resources

_— English: ISACA Privacy Buindle 595 00 F180.00
EBook Reviews by ISACA
Ordering & Fees El

Shopping Cart

Shipping and Retums English: $45.00 59000
Study Ald Comeclions El ISACA Frivacy Principles, Governance and Management Program Guide
—_— = by ISACA

Conference

eBook FAQs and Tutorial

English: COBIT 2019 Framework: Introduction and Methodology *~WEB
DOWNLOAD**
by ISACA

© 2018. Information Systems Audit and Control Association. All Rights Reserved.



ISACA

ISACA CERTIFICATIONS

OPEN DOORS

Fast-track your career and capitalize on professional opportunities with
globally respected, award-winning ISACA certifications. ISACA’s credentials
help professionals show employers they have the current knowledge and
experience needed to excel in a fast-changing technology landscape with
new challenges and increased expectations. ISACA certifications not only
confirm the mastery of a body of knowledge, but also demonstrate the
commitment to the field that employers seek.

CGEIT /CISA / CISM / CRISC



ISACAZE PR
7 £ 1SO 170245 3 & &

[SACAenCISA ~ CISM ~ CGEITE CRISCIZEH R © &

] B 3% 5 € (American National
Standards Institute, ANSI) % #2ISO/IEO 17024
o ® CISA ~ CISM ~ CGEITE CRISCHRE 3 FZAL R

mA SR THr s -RETF RS G R ER

D

AN Arcredited Program
[PERSONNEL CERTEFICATION

CISA, CRISC, CISM and CGEIT Approved

The American MNational Standards Institute (ANSI) has accredited the CISA,
CRISC, CISM and CGEIT certification programs under ISQOJEC 17024:2012,
General Requirements for Bodies Operafing Certification Systems of Persons.
AMSI, a private, nonprofit organization, accredits other organizations to serve as
third-party product, system and personnel cerifiers. ISACA is proud to be
recognized with this international standard of performance.

In accordance with the IS0 standard, ISACA underztands the importance of
impartiality and commits to act impartially in carrying out its cerlification aclivities,
managing conflicts of interest and ensunng the objectivity of its certification
aclivities.

© 2018. Information Systems Audit and Control Association. All Rights Reserved. .



CISA/CISM/CGEIT/CRISC
BRFT A (2B

350 -
303 HRIT F A A B

300 7 > £ %-3,000% 4 (2014)

250 - > Fr4cdl 8007 4 (2007)
" CISA > p A 1400 % ~ (2007)

200 - - &
o CISM > ¢ B+ 60007 4 (2012)

150 CGEIT

100 - o CRISC

50 - I 26 34

0 . .

CISA CISM CGEIT CRISC

$u3t 32018444

IMCA®
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Verify a Certification Verify a Certification
Choose one._. v
Choose one... v
Certification Number
CISA,
Last Name CISM
CGEIT :|
SUBMIT CRISC
CSx-P
SuEm Verify a Certification

Print Results
Name: Mr. Chen Cheng-Lung
Status: ACTIVE
Certification Type: CISA
Certification Number:
Date Certified: 25 June 2010
Expiration Date: 31 December 2018

VIEW PROFILE CLEAR

IMCA®
© 2018. Information Systems Audit and Control Association. All Rights Reserved. )
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CHENG LUNG CHEN | 20155108218 - Acclaim - @

(+]

& Certified in the Governance of
Enterprise IT® (CGEIT) was
issued by ISACA to CHENG LUNG

CHEN.

CGEIT recognizes a range of professionals for. ..
WWW Y OURACCLAIM.COM

Certified Information Systems Auditor®
(CISA)

The CISA certification is world-renowned as the standard of achievement

for those who audit, control, monitor and assess an organization's
information technology and business systems.

ISSUED BY ISSUED TO ISSUED ON
ISACA CHENGLUNG ~ 25])un 2010
CHEN
+ Verified
Learn More SKILLS

w® WEE  AHF

IS Auditor IT Audit  IT Governance IT Management
IT Systems Development IT Systems Implementation

IT Systems Maintenance IT Systems Operations

IT Systems Suppart Information Assets Protection

—HSACA

i . . : Serving [T Covernance Professionaly
© 2018. Information Systems Audit and Control Association. All Rights Reserved.
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http://www.isaca.org/Certification/Documen

ts/2018-ISACA-Exam-Candidate-
Information-Guide exp Cht 0518.pdf

2018

ISACA fiEs 15 rd

©@cee

Certified Information Certified in Risk Certified Information Certified in the
Systems Auditor and Information Security Manager Governance of

Enterprise IT"
bl i

Control

IMCA®
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http://www.isaca.org/Certification/Documents/2018-ISACA-Exam-Candidate-Information-Guide_exp_Cht_0518.pdf
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» CISA-CISM-CGEITZ CRISC : 15042 ¥ :Z 48 (multiple
choice questions )~ ¥ #FFEE 24/ FF o

BCISAB Ha s ~ THe > « 49 * % 237

» CISM ~ CGEIT% CRISC# &%~ ~ i8¢ ~ & % 48 o
> E KPR AR Sk e 4 -

> Z &4 EEE T Y %(one best answer) o

> &g A acit o w BiEIE
(options ~ answer choices) °
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CBT# #73

> 20]7f£ . g #

% 2,
“e gyl 2 b S r 2018
V4 yB2lf = =
& ol
T A
5 pF ¥ gy B M3/
Central & South Amerca [ L e E Middle Est
3-5% °

Asia & Pacific Exam Locations
AUSTRALIA INDIA INDONESIA PHILIPPINES > 'g‘(’ 5 - f‘)_’F"'L‘ i $4 0
Banora Paint Agra Jakarta Baguia City rv - ‘:,v s O
Brishane Ahmedabad Surabaya Cebu City
Melbourne Amritsar Makati City ~ RS 2/ ~2 A
Parramatta Bangalore JAPAN Manila > '/E'J ‘%F E ]ﬁ P{ 3 E‘_lﬁd i% 7}'&;
Sydney Chamakkada, Kollam Hokkaido Sapporo - T~ E] N
Victaria Chandigarh Kobe-Tokyo SEYCHELLES ) ,

Chennai Osaka Anse Royale $ 2 ‘/E. s = y /R 7‘ /<:+ Yos i\“
BANGLADESH — Tokyo < 3 3 f g R IR A
Chittagong Coimbatore LAOS g.INGAPDRE
Dhaka ingapore > v 2 N ) 2

Berhr.adun Vientiane ﬂ i m‘Elj %} E lf\' )}" o
CHINA alhi SOUTH KOREA T~ =Y R _—

i Ghaziabad MALAY SIA Busan

Baohe, Hefei
Beiing goa Kuala Lumpur Seoul > 20 1 8 2 I SACA ]ﬁ

urgaan Kuchin -& ;IZ“
Chengdu ) 9
Chongaing Guwahati Selangor SRILANKA L—"""
Dallan Hyderabad / Telangana Colombo . 2

Indore MYANMAR P = ﬁ N :"H'I y 3 ﬁ
Guangzhou . R SURINAME 5 B l

Jaipur Naypyidaw 'J P T 72
Hangzhou Jalandhar Paramaribo
Hong Kong Kamnataka NEPAL 2T 2 - 7 )5} E Y
Jinan Kolkata Kathmandu TAWAN E 2 K lﬁ - ’&f ™ =
Macau el Taipei N N = -_— »
Nanjing T NEW ZEALAND
Qingdao ) Auckland TAJIKISTAN - 2 )g
Shanghai Ludh|aﬁa ) Christchurch Dushanbe m. l - ©
Chamman Mahali, Punjab Danoankr Auslland Khoroa
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CBT ¢ #5385

Choose one or more test centers, then click the 'Continue’ button to view available dates for scheduling:
Test Center Name Address

J Hsinchu - Systex™ (WBD) %ﬁ' fﬁ'BF,ND.EQS,Eec.E,Guangfu Rd.,East District,Hsinchu, 00000
O Kaohsiung - Systex™ EWED].%Z&EEE, No. 2, , Zhongshan 2nd Rd, Kachsiung, Taiwan,Kachsiumg, 000000

| | Taichung - Systex™ [WBD) la‘ :PEF., MNo.309, Sec. 2, Taiwan Blvd., West Dist., Taichung,403

= Taipei - BestCom Infotech

Corporation (NT) 16‘ thF., No 243, Sec. 2. Chonggquig N Rd., Taipei City, 10359

Taipei - Global Intelligence
Network Co. Ltd {WBD)

= Taipei - Systex Corporation™

g It 10F Mo. 516, Sec. 1 Neihu Rd.,Taipei, 114

14F, No. 99,Fuxing M. Rd, Taipei

{WBD} é\ it ' r a r P
Please choose the date and month (or date range) to check the available sessions.
From: [12/02/2018 To: [03/09/201¢
E Available Sessions Page: 1 ¥ of 2
Test Center Available Date Start Time
Taipei - BestCom Infotech Corporation (NT) 12/04/2018 10:00 AM
Taipei - BestCom Infotech Corpeoration (NT) 12/05/2018 10:00 AM
Taipei - BestCom Infotech Corporation (NT) 12/11/2018 10:00 AM

Taipei - BestCom Infotech Corpeoration (NT) 12/12/2018 10:00 AM IMCA@
© 2018. Information Systems Audit and Control Association. All Rights Reserved. .



CISA DESIGNED FOR IS AUDIT, CONTROL AND
ASSURANCE PROFESSIONALS

iy

140,0007

v

K
B

Certified worldwide since inception

TOP 4

PROFESSIONS WITH
CISA CERTIFICATIONS:

» IT Audit Directors, Managers, Consultants
+ IT Auditors

» Compliance, Risk, Privacy Directors

» IT Directors, Managers, Consultants

Globally accepted gold standard of
certification for IS audit, control and

assurance professionals 2017 SC Media Award Winner for best
professional certification program’

1 & BT CISA

ey R ISACA
© 2018. Information Systems Audit and Control Association. All Rights Reserved. .



xxxxxxx

CISAZERIL®

> p1978# 42 CISA® % 5 23k 2 TR £, %k -
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> s 19874 120091279 H4 361 4 1 BCISAS 2 -
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4
An ISACA® Certification
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+. Certifled Information
CISA systems Auditor’

T
An ISACA" Cectification

ISACA hereby ;:ertiﬁes that
Mr. Cheng-Lung Chen

has successfully met all requrements and is qualified as Certified Information Systems Auditor;
in'witness whereof, we have subscribed our signatures to this cerifficate.

Requirements include prerequisite professional expenience; adherence to the ISACA Code of Professional Ethics
and the CISA continuing professional education policy; and passage of the CISA exam.

25/ June 2010 /,‘jjm.;’)ﬂézbom

Date of Certification Chalr ISACA Board of Direcings

31 January 2020 s A A

Expiralion Date Chief Executive Omeer

A\ —— — — — — ——caaadN

T T NN T T
S22 TN TN DT
ISACA
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DESIGNED FOR EXPERIENCED SECURITY MANAGERS,
CISIN CYBERSECURITY PROFESSIONALS AND THOSE WHO HAVE
INFORMATION SECURITY MANAGEMENT RESPONSIBILITIES

40,000°

Certified worldwide since inception

Winner of 2018 North American
and European SC Awards for best
professinnal certification program?

_.Q

TOP 4

PROFESSIONS WITH
CISM CERTIFICATIONS:

= CISOs and CSOs
- Security Directors, Managers, Consultants
- IT Directors, Managers, Consultants

= Compliance, Risk, Privacy Directors
and Managers

724 (CISM)

<2 pg
R 3 ISACA
© 2018. Information Systems Audit and Control Association. All Rights Reserved. ;
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IT Security Certifications

CEH -~ GIAC - CISM -
CISSP -~ Vendor Certifications  July 29, 2016

| Best 5 IT Security Certifications

BMREEEALEZREBRPZLEER
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ISACA Taiwan Chapter

CISMPEREARLREEAREZH I U

The Certified Information Security Manager
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CGEIT  DESIGNED FOR IT GOVERNANCE PROFESSIONALS

/,800?

Certified worldwide since inception

S . |
TOP 4

PROFESSIONS WITH
CGEIT CERTIFICATIONS:

« C-Suite Executives

- IT Directors, Managers, Consultants

=

Ranked the third highest-paying
certification globally for 20183

- Security Directors, Managers, Consultants

« IT Audit Directors, Managers, Consultants

Ranked among the top two governance,
risk and compliance certifications®

%?‘g& '},;‘I!'éFF(CGEIT)
Po\-‘»vﬂ— 37 pg
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1 & ¥ FfLHI532 422 (25%)
2. % 9% ¥ 72,(20%)

3.3z % § #.(16%0)

4. B ' Bt 1 (24%)

5. hi B i 1t (15%)
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DESIGNED FOR RISK AND INFORMATION
CONTROLS PROFESSIONALS

CRISC

worldwide since inception

PROFESSIONS WITH
CRISC CERTIFICATIONS:

O Security Directors, Managers, Consultants

Compliance, Risk, Privacy Directors

and Managers
Ranked the

certification globally for 2018° IT Audit Directors, Managers, Consultants

Compliance, Risk, Control Staff

LR t 4157 R (CRISC)
w\}\zﬂ. ’é

© 2018. Information Systems Audit and Control Association. All Rights Reserved. .



CRISCH 3 #

LFERAHR %5 (27%)

2. FAFL BB %= (28%0)

3. R & BE#H #(23%)

4.k *Gici 4 E 8 4 (22%)

YT E Y ey

ISACA
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CISA/CISM / CGEIT / CRISC
HFRELE v
(Continuing Education Policy)

IMCA®
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ISACA members: USD $45

ISACA nonmembers: USD $85

%%ﬁﬁ&%fﬁﬁ:@rW@ﬁ LRI E YK

. ,_,)-& 2.

|SACA ERTIEN J’ﬁﬁ@ (ISACA Code of Professional Ethics)

http://www.|saca.org/Cert|f|catlon/Code of-Professional-Ethics/Pages/default.aspx

(5P SZRR) http://www.isaca.org/About-ISACA/History/Chinese-Traditional-/Documents/ISACA-

Code-of-Ethics-Chinese-Trad.pdf

| ISACA
© 2018. Information Systems Audit and Control Association. All Rights Reserved. .


http://www.isaca.org/Certification/Code-of-Professional-Ethics/Pages/default.aspx
http://www.isaca.org/About-ISACA/History/Chinese-Traditional-/Documents/ISACA-Code-of-Ethics-Chinese-Trad.pdf

3 ISACAL £1 1

2016 2017 2018
> (cisa g USD$112, 931 $106, 067 $97, 117

An ISACA® Certification

> CISM Security Manager " USD$121, 177 $120, 000 $105, 926

AAAAAAAAAAAAAAAAAAAAA

> @+ USD$131, 443 $120, 000 $117, 544

AAAAAAAAAAAAAAAAAAAAA

(st 555 USD$121,424  $122,900  $107, 968

Source: IT Skills and Salary Report by Global Knowledge & Tech Republic 2016, 2017, 2018
*Top 20 Highest-Paying Certifications

IMCA®
© 2018. Information Systems Audit and Control Association. All Rights Reserved. )



CISA/CISM /CGEIT/ CRISC

$ T

SACA

- . — - Serving IT Governance Professionaly
© 2018. Information Systems Audit and Control Association. All Rights Reserved.
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AR 2 US$HTH

JEISACAE 5
R 3F ¢ US$760

FExfpap] 27 1
F ki AR2 67 1
F 2423 107 1

p~0"24F
p~9% 23F

p~2019#17 24p

2017 %\Tﬁk"“l:é‘ PR EPIR LS AT

[SACA¢ Bz % - USD$135 : Local Chapter fee: USD$50

IR T

ﬁ'ﬁ—ﬁﬁISACA P—“"é% ’ ziﬁ-é;‘;{ I E{{ﬁ 7 .
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2018 October-January CISA Exam

Welcome, Cheng-Lung Chen

IMPORTANT-PLEASE READ: Before registering for the exam, please verify test site availability.

By registering for this ISACA exam and by clicking the Proceed button; | hereby agree to adhere to and accept the following terms: (1) | have read and agree to the
conditions set forth in the I1SACA Exam Candidate Information Guide covering administration of the ISACA exams and/or the association’s Code of Professional
Ethics; certification rules, policies and procedures; and the release of my test results; {2) | understand | will be disgualified, my exam score nulliied, or that ISACA may
take amy other action it deems appropriate if any information provided by me is false or misleading, or in the event that | violate any of the rules, policies or procedures
governing the exam. Appeals undertaken by a certification exam taker, cerfification applicant or by a certified individual are undertaken at the discretion and cost of the
exam taker, applicant or individual. {3} | hereby agree to hold ISACA, its officers, directors, examiners, members, employees and agents harmless from any complaint,
claim or damage arising out of any action or failure to act by I1SACA and any action or omission in connection with my exam reqgistration; {4} | understand that the final
decision as to whether | pass the exam rests solely with 1SACA; (5) | understand that I'SACA may inform the local ISACA chapter and other parties who might inguire
about my certification status; (6) | agree that any action arising out of or pertaining to this application or the exam must be brought in the Circuit Court of Cook County,
lllinois, USA, and shall be governed by the laws of the State of lllinois, USA; (7) By taking an ISACA Exam, | understand and agree that the Exam (which includes all
aspects of the exam, including, without limitation, the test quesfions, answers, examples and other information presented or contained in the exam) belongs to ISACA
and constitutes ISACAs confidential information (collectively, “Confidential Information™). | agree to maintain the confidentiality of all of ISACA's Confidential
Information at all times and understand that any failure to maintain the confidentiality of ISACA's Confidential Information may result in disciplinary action against me
by ISACA or other adverse consequences, including, without limitation, nullification of my exam, loss of my credentials, and/or litigation. Specifically, | understand that
| may not, for example, discuss, publish or share any exam quesiion({s), my answers to any questions(s) or the exam’s format with anyone in any forum or media (i.e.,
via e-mail, Facebook, LinkedIn or any other form of social media). 8) | understand that my information will be used to fulfill my request or as otherwise as described in
the ISACA Privacy Policy. All CISA, CRISC, CGEIT and CISM exam items are owned and copyrighted by ISACA. © 2003-Present, ISACA_ All rights reserved.

Step 1) Registrant Information
Step 2) Exam Regisiration Fee
Step 3) Other Information
Step 4) Summary

® Register Mow - Click Proceed

ISACA

© 2018. Information Systems Audit and Control Association. All Rights Reserved.
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Register

Exam Registration Fee

Event Name 2018 October-January CISA Exam -
Fegistrant Mame Mr. Chen Cheng-Lung, CISA,CGEIT

Registration Fees

*The pricing below reflects vour Member status.

Registration for: Your price®

¥  CISA Exam Registration Fee $575.00

Pr&viuu5| Save and cheed| Canae‘

IMCA®
© 2018. Information Systems Audit and Control Association. All Rights Reserved. .



Y W

Register

Other Information

Event Name 2018 October-January CISA Exam
F.egistrant Name Mr. Chen Cheng-Lung, CISA,CGEIT

Other Information

My exam language * Chinese Mandarin Traditional
Select One ..
=N0 responses

| authorize release of my contact info to my local

ISACA chapter [7] German

| have a disahility that requires a special English

accommodation [Read Before Selecting] Spanish

French

Hebrew

[talian

Japanese

Karean

Turkizh

Chinese Mandarin Simplified

Chinese Mandarin Traditional

Previuu5| Save and Fruceed| Canoell

| authorize release of my contact info to my fo & B3V B T R
local ISACA chapter [7] A g gﬁ—iz»w 183 FR °

IMCA®
© 2018. Information Systems Audit and Control Association. All Rights Reserved. )
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> ISACA - 4 & & ¢ 538 R LR Top 3
CISA/CISM/CGEIT/CRISCZE o

> & & % 7#CISAICISM/CGEIT/CRISC# fe %35 § -
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http://www.caa.org.tw/upload/publish/puborder-orderform.doc

B {542

> ISACA £ #44* ¢

—HsAm

ERENAS, BR2REE
. Taiwan Chapter

> 1saca@caa.org.tw

> fa oA RIEER- BISRIRZ2 oy nwwisaca.org.tw/
> 31 (02)2528-8875

© 2018. Information Systems Audit and Control Association. All Rights Reserved.
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mailto:isaca@caa.org.tw
http://www.isaca.org.tw/

~iSACA

Want to know more?
Please contact us at:

Demonstrate your value
without saying a word.

ISACA

3701 Algonquin Road

Suite 1010

Rolling Meadows, IL 60008
USA

Phone: +1.847.253.1545

Fax: +1.847.253.1443

E-mail: certification@isaca.org
Web site: www.isaca.org

© 2018. Information Systems Audit and Control Association. All Rights Reserved. .
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Trust in, and value from, information systems

Taiwan Chapter

IMCA®
© 2018. Information Systems Audit and Control Association. All Rights Reserved. ;



